
Managed
Anti-Money Laundering
Transaction Monitoring
Risk - based
Compliance
Solution



About Novaji Introserve Ltd.

➢ We are a technology and innovation company

➢ Licensed by the Nigeria Communications Commission 
(NCC) as a value added service (VAS) provider

➢ Registered with the Nigeria Data Protection 
Commission (NDPC) as a Data Controller/Processor of 
major importance

➢ Driven by a young, innovative and energetic team.

➢ Services and Solutions:

➢ Mobile Financial Services

➢ Enterprise Solutions

➢ FINTECH Solutions

➢ Integration

➢ Led by a Board of Directors with a over 2 decades 
combined  experience in Management, Telecoms, 
Finance, Information Technology and Customer 
Relations Management.



Background/Problem Scope

➢ One sure problem that keeps Bank CEOs, ECOs and CCOs awake is the rapid 

adoption of financial technology with its resultant effects including :

➢ Frequent promulgation of laws, standards and regulatory directives to match 

the tech adoption speed

➢ Rapid increase in volume, velocity and complexity of transactions

➢ Frequent emergence of new risk typologies as criminals figure out ways to 

beat new systems

➢ Technology induced mobility of labour that impresses upon management 

the need to constantly evolve and do more with less

➢ increase in regulatory and supervisory surveillance with huge fines and 

penalties for breaches.

➢ Only a robust and agile governance, compliance and control tool that is 

professionally developed to suit both local and global standards can help banks to 

contain these challenges



What is MATRICS?
A Comprehensive fully-featured 
Automated Anti-Money Laundering 
(AML) Solution compliant with 
regulatory baseline standards



Taking a risk-based approach to 
stay compliant with MATRICS

❑ Developed based on Recommendation 1 of Financial Action Task 

Force (FATF) 40

❑ Compliant with CBN and FATF 40 recommendations

❑ A framework for Continuous Improvements

❑ Integration with existing Financial Systems

❑ Leverage AI and ML to enhance detection accuracy and reduce 

false positives

❑ Wolfsberg Guidance on risk-based approach for AML

❑ Basel Committee Consultative Document on customer due 

diligence for banks.

❑ ISO 37301 – Compliance Management System

❑ Wolfsberg Guidance on Sanctions Screening



Core Functionality Aligns With Regulatory Requirements

Features Align with Regulatory Standards

❑ Integration with Banks Core Banking 

Application

❑ Risk Based Transactions Monitory and Analysis

❑ Automated Know-your-customer (KYC) and 

Due Diligence processing

❑ Sanction Screening and Watchlist Compliance

❑ Regulatory Reporting

❑ Case Management

❑ Data Security and Protection

❑ System Scalability

❑ Comprehensive Risk Assessment

❑ Machine-learning and AI capabilities



MATRICS - The Value Proposition

➢ Identify the risk subjects of financial operations

➢ Monitor effortlessly and intelligently

➢ Manage exceptions pro-actively

➢ Measure compliance levels in real-time

➢ Provide report as at when needed



Modular, Integrated Solution

Case Manager Transaction Monitoring Compliance and Due Diligence Internal Audit

➢ Case management
➢ Alert manager
➢ Exception processes
➢ Automated alerts
➢ Analytics

➢ Policies & Procedures
➢ Systems & Inventory
➢ Transaction Review
➢ Reports
➢ Internal reviews
➢ Transaction Monitoring
➢ Fraud detection
➢ Automated Alerts
➢ Statistical Insights
➢ Processes
➢ Alert Groups
➢ Control Officers
➢ Forex (FX), SWIFT

➢ Rulebook
➢ Financial Crime Risk Assessment 

(FCRA)
➢ Risk Assessment
➢ Due Diligence (CDD)
➢ Enhanced Due Diligence (EDD)
➢ Know your customer (KYC)
➢ Know your employee (KYE)
➢ Know your Vendor (KYV)
➢ Regulatory Reporting
➢ NFIU Reporting
➢ Sanction Screening
➢ Alternate Media
➢ Training

➢ Audit Universe
➢ Audit Plan
➢ Audit Scope
➢ Audit Processes/testing
➢ Risk Management
➢ Reports



Know your Customer (KYC) and Due Diligence

➢ Customer Address Verification

➢ API Integration for Identity Verification

➢ Continuous Update of Customer Information

➢ Email, Phone Number, Address, BVN, SIN, Social Security Number

➢ Exception handling: Eg ; Alert on customers without Email ,Phone, Expired 

Means if ID

➢ Automated Customer Risk Profiling 

➢ Sanctions List

➢ PEP

➢ Blacklist

➢ Watchlist

➢ Grey List

➢ Adverse Media Screening



Statistical Dashboard With Key Performance Indicators

➢ Get Overall Risk Position At a Glance – 

And In Real Time

➢ Monitor Performance In Real Time

➢ Get Key Performance Indicators For 

Management Reporting

➢ Alert Statistics

➢ Employee Statistics

➢ KYC Statistics



Customer Onboarding

➢ Run Risk Assessment At Customer 

Onboarding

➢ Assign Risk Score

➢ Set Customer Risk Profile

➢ Trigger Email Alerts for Compliance 

Team Review

➢ Recommend Enhanced Due Diligence



Customer Due Diligence

➢ Automated Customer Risk Profiling – 

At Onboarding

➢ RESTful API integration with Identity 

Verification providers

➢ Detailed Customer Risk Assessment

➢ Automatically/Manually Compute Risk 

Rating

➢ Add to Sanctions List

➢ Run Adverse Medial Screening



Rule-Based Risk Profiling

➢ Define Risk Rules 

➢ Apply Rules At Customer Onboarding

➢ Capture Risk in Real time



Screen Customers Against Sanctions List 

➢ Automatically Screen Customers 

Matching Local and Global PEP List – 

At Onboarding 

➢ Across All Branches/Locations



Account Risk Profiling

➢ Automated Risk Profiling of Customer 

Account

➢ Internal Account/GL Risk Profiling

➢ Apply Risk Rules by Account / By GL 



Transaction Monitoring
➢ Define Transaction Rules

➢ ML and AI capabilities

➢ Use Transactions Screening History

➢ Automatically or Manually Run 

Screening

➢ Identify Risk levels

➢ Transaction Review/Callover



Risk Assessment

➢ Develop A Comprehensive Risk 

Management Framework

➢ Risk Definitions:

➢ Risk Universe

➢ Risk Subject

➢ Risk Score

➢ Risk Rating

➢ Use Pre-defined templates to simplify 

the Onboarding process



Financial Crime Risk Assessment

➢ Implement a Comprehensive Risk 

Assessment

➢ Aggregate all Risk Dimensions in to a 

Single Position

➢ Run:

➢ Institutional Risk Assessment

➢ Counter Party

➢ Vendor

➢ Correspondent

➢ Respondent



Risk Impact Calculator

➢ Use the Risk Estimator to define risk 

score across all Risk Subjects

➢ Define Controls

➢ Define Planed Mitigations



Regulatory Reporting

➢ Real-time insights and reporting 

capabilities for transaction monitoring

➢ Comprehensive compliance reporting 

features including Suspicious Transactions 

(STR), Currency Transactions (CTR) and 

Foreign Currency Transaction Report (FTR)

➢ Automated Reporting Tools to generate 

compliance report for internal and 

external stakeholders, ensuring all 

relevant information is captured



Financial Intelligence 
Reporting
- Local & Foreign Currency 
Transactions

➢ FIU Reporting aligns with regulatory reporting 

units. eg : NFIU

➢ XML Report Generation: aligns with goAML 

Schema

➢ Comprehensive compliance reporting features 

including Suspicious Transactions (STR), 

Currency Transactions (CTR) and Foreign 

Currency Transaction Report (FTR)

➢ Automated Reporting Tools to generate 

compliance report for internal and external 

stakeholders, ensuring all relevant information 

is captured

➢ Automatically Submit Reports



Financial Intelligence 
Reporting
- Suspicious Transactions

➢ XML Report Generation: aligns with 
goAML Schema

➢ XML Validation identifies Errors 
appropriately

➢ Add STR Rules

➢ Integrated with Case Management 
Solution

➢ Approval Workflow for Submission of 
STR Reports from Case management

➢ Manage False Positive and Negatives



Flexible Data Export

➢ Available across all reports

➢ Select custom fields

➢ Save Template

➢ Format in Excel and CSV



Key Performance 
Indicators

➢ Available across all reports

➢ Multi-dimensional filters ( date range etc)

➢ Dynamically add new indicators

➢ Download for Management Reporting



Case Management

➢ Enterprise Case Management (ECM) that 

automates the creation, assignment and 

management of Cases

➢ Includes a risk-based transaction scoring 

mechanism to prioritize cases based on 

customer risk level and alert severity

➢ Integrated to all modules

➢ Can res-assign cases

➢ Triggers Alert

➢ Staff responsible can provide feedback

➢ Escalate to 1st, 2nd line managers &

supervisors



S e c u r i t y  /  P r i v i l e g e d  U s e r  
A c c e s s  M a n a g e m e n t

➢ Transparent Socket Layer (TSL v3) for SSL

➢ 2-factor authentication

➢ Active Directory / Single Sign On ( SSO ) 

authentication

➢ Protect data from Unauthorized access

➢ Grant Read, Write, Delete Access to User by 

Roles

➢ User Access By Module

➢ User Access By Branch

➢ Full user activity tracking and logging

➢ Read, write, delete audit logs



Implementation Timeline

S/N Stage Timeline (weeks)

1 Requirements Gathering
Technical  Assessment

1 week

2 Development, Customization & Integration 8 weeks

3 User acceptance testing (UAT) 2 weeks

4 Training & Go-live 1 weeks

Total 12 weeks



Financial Crime Risk Assessment Due Diligence / Know-your-
Customer (KYC)
Identity Verification
Enhanced Due Diligence
Alert Monitoring
Transaction Monitoring
Case Management
Regulatory Reporting
Financial Intelligence
Sanction Screening
Adverse Media Screening

Contact Us for More..

Email: info@novajii.com
Phone: (+234) 816 913 1404
Website: www.novajii.com
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